
ISO 28001:2007 SECURITY
MANAGEMENT FOR

SUPPLY CHAIN: INTERNAL
AUDITOR COURSE 

COURSE OBJECTIVES

ABOUT THE COURSE

PARTICIPANTS

DURATION

KEY TOPICS

The scope of ISO 28001: 2007- Security management Systems for the 
supply chain- Best Practices for implementing supply chain security, 
assessments and plans- Requirements and Guidance.
Terms and Definitions. Field of Application.
Steps in Supply Chain security process
Methodology for security risk assessment and development of counter measures.
Demonstration on conformance with ISO 28001through audits.
Principles of Audit, Audit Process, Conducting and reporting audit findings.
Continual Improvement.
Responsibilities of Internal Auditors.

Participants who have successfully passed the written examination will 
be awarded the ‘Certificate of Successful Completion’. Other participants 
will be issued with the ‘Certificate of Attendance’.

Professionals who intend to conduct internal audits with the knowledge & 
skills needed to assess and report on the conformance and e�ective 
implementation of processes.
Professionals who intend to contribute to the continual performance 
improvement of the organization, which they represent.

Two days

Introduction to the International Standard ISO 28000 & ISO 28001 
Requirements of C-TPAT, World Customs organization, European Union
ISO 28000 - Series Requirement  
Security Risks Threats and Mitigation
Security Assessment, Plan, Incident Response, Recovery & Planning
Requirements of the specification for Security Management System for  
Supply chain as per ISO 28000:2007. 
Clause wise requirements 
ISO 28000 – Compliance Measures for audit Verification
Security Assessment and Planning Audit
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